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How to connect device to server



Android device
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• The first key information to understand
• Determine whether the terminal network is connected to the 

server network.

• Determine the interface server address and port

• Identify your customer code

• Need to authorize the terminal

• Understanding terminal DUID, terminal number
• Each terminal device has a unique DUID, which is a unique 

hardware-related code.

• After each terminal device accesses the service background, it will 
get a terminal number, and the terminal number is unique on a 
set of platforms.

• These connection parameters can be modified 
on the quick setup page, connection setup page 
or device information page on the terminal.

• The terminal needs to actively connect to the 
interface server, and the service background can 
see the terminal.



Device network is connected to server

• First, make sure that the physical network of the 
terminal is normal.

• There are three types of Android connection 
networks: WIFI, wired or 3G/4G.

• Confirming that the network is normal is to check if 
the network is assigned an IP address. Take WIFI as 
an example. If the terminal is connected to WIFI, 
“Connected” will be displayed on the WIFI setting 
interface of Android itself, and its IP address can be 
viewed under its “Advanced” menu.

• After confirming that the physical network is 
normal, confirm that the network between the 
terminal and the server is connected.

• The simple verification method is to use the browser 
that comes with Android to access the server 
background management interface.

• For example, if the IP and port of the self-built 
server is 192.168.1.100:8066, enter 
http://192.168.1.100:8066 on the browser of the 
Android terminal. If you can open a login page, then 
the network is connected. Otherwise, the network is 
not connected yet, and the network is mainly 
checked.
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Server address and your customer code

• The default cloud platform interface address is 
115.29.221.110:8066

• If it is a self-built server, the server address for 
installing the server software is the interface 
address, and the default port is 8066.

• For example, if the server IP of the server software is 
192.168.1.100, the interface server to be filled in the 
terminal should be 192.168.1.100:8066.

• The default client code is default. If it is a self-built 
server, use this client code to connect to the 
background to see the terminal.

• If you are using our cloud platform, you need to 
fill in the correct customer code. The customer 
code is generated by adding the client to the 
cloud platform and needs to be generated by the 
platform administrator or your superior customer.
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Authorize the device

• After the device software is authorized, the software can be used 
normally, otherwise the screen will prompt for unauthorized information.

• Support multiple methods of authorization
• Enter the authorization code on the device
• Import an authorization file on the device
• Can also be authorized by U disk
• The server can also add an authorization code to enable the device to 

automatically authorize.

• There are three ways to enter the authorization input interface on the 
device.

• You can enter authorization information on the Quick Settings screen.
• There is also a button to apply for authorization on the "Terminal Details" interface.
• There are also buttons for applying for authorization in the "Parameter Settings / 

Connection Settings" interface.

• The authorization code is a 15-digit numeric serial number provided by 
the software vendor. If necessary, please contact your software to 
provide the purchase.

• The terminal needs to connect to the Internet when entering the 
authorization code authorization on the device.

• If the number of devices is large, it is recommended to authorize via USB 
disk.
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Authorized by U disk

• There are two ways to authorize a device through a USB flash drive:

• Automatically import dek file authorization
• Copy the terminal's dek file to the root directory of the U disk. For example, the terminal with DUID is 123456789012 and the 

dek file is 123456789012.dek. The dek file needs to be provided by the software vendor.

• Insert the USB flash drive into the motherboard. If it is normal, it will be automatically authorized and reminded to succeed.

• Authorized by serial code
• Create a file viksn.txt in the root directory of the USB flash drive, where the content is an authorized serial code, and the

authorized serial code needs to be obtained from the software vendor.

• Insert the USB flash drive into the motherboard. If it is normal, a dialog box will pop up, you can select the USB flash drive 
authorization, and the authorization result will have a pop-up window reminder. 
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After the device is successfully connected

• The device is successfully connected. 
You can see the device in the device list.

• After the access is successful, the device 
can be controlled.

• Post content

• Publish rolling captions

• Remote simple control, etc.
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Device list interface description
Global operation area, add, import, 
and export device list information

Device list area, the left side shows 
the connection status, and the 
right side is the single device 

operation area.

For a single device operating area, 
view details, modify basic device 

information, modify device grouping, 
and delete devices.

Filter device by tags

Filter devices by group
Search or conditionally 

filter devices
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Device details interface description
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Device data viewing

Basic device 
information display

Regain basic 
information

Basic modifications 
to the device

Remotely set menu

Screenshot of device screen 
or current playback content 

preview area


